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                                                                    Cyber Security  

 

Our client identified Cyber Security as a major vulnerability. This was supported by internal 
audit findings and ethical hacking efforts. The Executive Committee directed that the ad-hoc 

approach to tackling vulnerabilities be replaced by a rigorous, structured approach, based 
on best practice standards. 

A comprehensive multiyear remedial programme was developed. A Cybersecurity Centre of 
Excellence was established with specialist employees augmented by external recruitment.  

A network of IT security practitioners was installed spanning each business and corporate 
function to ensure local implementation and tracking. A series of ‘back to school’ workshops 

was conducted to bring the extended cybersecurity community up to a common level of 
threat awareness and consistent remedial practices. Awareness training was also conducted 
with employees across the organisation with special attention to those who handled ‘most 

confidential’ information. 

 


